由于PayPal或者任何的付费平台的存在，你的电邮会以（假设是）监管的原因被收集起来。我没有能力去好好的保护你的电邮或者你的任何牵扯到你个人隐私的资料所以这些资料也只会收藏在PayPal而已而不是我现在正在租的虚拟服务器。  
  
在读了这些文件后，你可能还想在文件储藏服务上绑定你的电邮或者电话号码。如果你这么抉择了也好可是你必须得了解不管我或者PayPal有什么样的安全措施，这些资料一定会被偷盗的。如果你能够接受被社会工程学或者更严重的网络攻击盯上的话，我接受你的绑定的请求。  
  
如果你不想被任何的网络攻击盯上的话，我也会提供另类的身份绑定但是你必须得使用Session(https://getsession.org/)聊天软件或者Matrix聊天软件（不支持）。  
  
通过Session/Matrix来作为一个绑定身份的渠道是较为安全的如果你的视野是从服务器一定被黑的角度去看。为何?这两个聊天软件并不会绑定你的电邮或者电话号码在你的聊天ID上。从此角度上去看确实是更安全的但是这并不代表我所阐述的身份问题会被解决。。其他人还是可以盗取你的电话或者设备，如果该情况发生了，我作为服务提供商是完全不知道该账户的主人已经换了人。(对于注重隐私的人来说是好的选项，如果你从服务器一定被黑的角度去看的话，这样也会比较安全)   
  
更加坚韧版本的身份必须得依靠你牺牲自己的个人隐私资料或者隐私身份来达到安全。(对于注重隐私的人来说是一个不好的选项但是这样的话可以有较好的安全如果你是从验证账号主人的角度去看)  
  
不管你的选择是什么，你都必须得承担相应的责任。你怎么看待问题将会影响你的决定。

**身份绑定 (在服务器上储存的公钥)**   
以着最初始的设定来看，如果某人不绑定一个身份在公钥上，该公钥可以被有心人士在服务器上擅自换。如果该有心人没换在服务器储存的公钥，他们可以盗取你的设备或者你可以失去你的设备。在任何所描述的情况下，你都没办法证明给我知道你是该账号的真正持有者。  
  
如果在公钥上绑定你的身份，我并不会帮你储存你的私钥或者以你的名义来帮你保藏你的私钥。如果你绑定身份了，我会负责帮你把被换过的公钥换回去你所持有的公钥。  
  
如果你付款或者续款后直接找我绑定身份，那么该绑定身份成立。如果你等了很久才来找我绑定身份，这个行为是不可能行得通的。